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Adversarial Classification/Learning

Generate worst-case attack
Cost function

Contamination attacks



Theft Detectors and Attacks

Average Detector
ARMA-GLR
(EWMA, CUSUM and LOF)



6 months real, anonymized meter data
4 week training period
Compute alarm threshold
Test following data
Calculate cost if needed
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Future work

Time Of Use
Longer datasets
Cross-Correlation
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