
 

Cybercom’s Pwn Box 

 
Pwn plug devices are used maliciously for hacking networks. Cybercom’s IT Security Team intends to 

build its own Pwn box to ensure the highest level of security in our client’s networks.  

 
By engaging in this thesis you will research state of the art of penetration testing using PWN box and 

get support from Cybercom’s IT Security team to build your own general purpose Pwn box.  

 



About this document and Innovation at Cybercom  
 

In the several PDFs with ideas presented by Cybercom you will find several possibilities for thesis and 

practice at Cybercom Göteborg.  

 

Since Cybercom is an innovative IT consulting company we have a wide range of clients in different 

sectors and that means we are always willing to explore new technologies in a large variety of 

different domains such as Telecom, Automotive, IoT, Machine Learning, Virtual & Augmented Reality, 

Cloud and Big Data, just to name a few. 

 

The collection of ideas that we present to you intend to reflect that diversity, we at Cybercom hope 

that you can find them inspiring. May your idea for thesis not be among our proposals? Let us hear 

about it, we will always welcome your own ideas and proactivity.  

 

At the keyboard:  

 

    
 

More about Cybercom: https://www.youtube.com/watch?v=lRQxzbB5gsE&feature=youtu.be 

 

 

  

https://www.youtube.com/watch?v=lRQxzbB5gsE&feature=youtu.be
https://www.youtube.com/watch?v=lRQxzbB5gsE&feature=youtu.be


A sample of theses and practices that were supported by Cybercom 
 

Below you can find some examples of thesis and practice handled at Cybercom in the past few years, 

they might be inspiring. Follow the QR codes to read further details about the them.  

 

 


